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1. Muzik is Lyf 

 

Introduction 

This website is for all the 

Music lovers. It gives a detailed 

description about the famous 

Rock bands from ACDC to 

Metallica. It also features a key 

song of each band. It has 

information about various 

artists such as A R Rahman, 

John Lennon etc. 

  

 

 

 

 

 

 

 

Group Members: 

Sagar Chettiyar – TE/IT/B/07 

Sunny Jha – TE/IT/B/10 

Riddhesh Desai – TE/IT/B/77 

Karan Chaudhary - TE/IT/B/05 



2. Ex-Fit 

 

Introduction 

This website is for all the Music lovers. It gives a 

detailed description about the famous Rock bands from 

ACDC to Metallica. It also features a key song of each 

band. It has information about various artists such as A R 

Rahman, John Lennon etc. 

  

 

 

Group Members: 

Ravi Sharma – TE/IT/B/23 

Kavan Shukla  – TE/IT/B/22 

Milan Patel  – TE/IT/B/17 

Shivam Modi - TE/IT/B/16 

 



2.TIMSR:  

Technology advances day by day and so does the 

internet technology, hence an update is prominent. This 

gave an inspiration to WeSoAI a startup company under 

the guidance of TCET-Research and Development cell 

along with our mentors Anil Vasoya and Neha Kapadia. 

The old website was html based which was non-

responsive and outdated; the new website was dynamic 

and developed using PHP technology. Validated using 

W3C standards. Feedback received from TIMSR was also 

good and were highly satisfied by the product delivered.    

 

Group Members: 

Varun Pandey (WeSoAi) TE/IT/A/50  

Anirudh Palaskar (WeSoAi) TE/IT/A/50  

Rajendra Mehra (WeSoAi) TE/IT/A/50  

Shubham Jha (WeSoAi) TE/IT/A/50  

Siddesh Rao (WeSoAi) TE/IT/A/50  



4.) WeSoAi 

 

 

Group Members: 

Varun Pandey (WeSoAi) TE/IT/A/50  

Anirudh Palaskar (WeSoAi) TE/IT/A/50  

Rajendra Mehra (WeSoAi) TE/IT/A/50  

Shubham Jha (WeSoAi) TE/IT/A/50  

Siddesh Rao (WeSoAi) TE/IT/A/50  

 

 



 



1. Manchester united 

 

Introduction 

This project aims at development 

of an informative application based on 

the football club Manchester united. 

It symbolizes the great winning history  

and achievements of the team. 

  

 

 

Group Members: 

Sagar Chettiyar – TE/IT/B/07 

Sunny Jha – TE/IT/B/10 

Riddhesh Desai – TE/IT/B/77 

Karan Chaudhary - TE/IT/B/05  

 

 



 

Introduction:  

  Always worried about your write ups, worried about the 

assignments and all you experiments. Don’t know what all write ups 

have you completed, or which of your wrrite ups are checked, 

unchecked, or remaining to start, or don’t know its with which friend 

of yours. So, this is MISSION SUBMISSION,  a simple ANDROID APP, to 

keep a record of all your write ups. 

 

Main Features :  

1.) An advance version to store you records of your assignments along 

with DATE and TIME features. 

2.) Online Group of members upto 100 for sharing the assignments 

related resources.  

3.) Auto remainder options for upcoming important dates and events 

like Date of Submission, etc. 

 

Group Members : 

Anirudh Palaskar : TE/IT/A/45 

Varun Palaskar : TE/IT/A/45 

 



 

 



 

3.)Tcet Time Table 

 

Introduction:  

  Always worried about next day lectures.Don’t know what all 

lectures are upcoming. So, this is TCET TIME TABLE , a simple 

ANDROID APP, to inform you about your upcoming lectures or 

changes in timetable maintained by your own Class representative so 

no worries about it being authentic or not. 

 

Main Features :  

1.)Status of the current lecture in terms of percentage bars based on 

the progress of the lecture. 

 2.)Real Time Notifications on changes in lecture. 

3.) Auto update regarrding the time table of next semesters. 

4.) Also gives notification regarding any college related social events,  

seminars, webinars. 

 

Group Member : 

Rajendra Mehra : TE/IT/A/35 

Shubham Jha : TE/IT/A/26 

Siddesh Rao : TE/IT/A/50 

 

 



 

 



 



 





 



 

Background On NETWORK SECURITY 
(BASICS) 

Information of a company is as valuable as 

company asset as money in the bank. In fact, 

some information can be even more valuable 

than cash. So protecting the company’s 

information with appropriate security is critical 

to business success. This backgrounder will 

provide a basic introduction to data and network 

security; however, it is only intended as an 

introductory primer so business owners and 

managers can begin to understand the 

complexity of managing security.  

Security exists on many layers. Network security 

considerations begin with (but are not limited to) 

a range of considerations including: 

• How company office facilities are selected and 
maintained,  

• How potential employees are screened, 

 • The remote access policy to the company’s 
systems and information, and  

• What kind of encryption and firewalls are 
provided in the corporate network. 



Best-practice security isn’t  just good business - 

in some cases, it’s also the law. And the legal 

requirements are different for specific industries 

and between different jurisdictions. 

For example, the Health Insurance Portability 

and Accountability Act (HIPAA) sets 

requirements for patient privacy in the United 

States. In California, privacy laws prohibit 

financial institutions from sharing personal 

financial information with unaffiliated third 

party partners without the consumer’s consent. 

And in Europe, privacy laws protect certain 

employee information-even to the point where 

inappropriately sharing an employee’s name and 

location in a company directory can be 

considered a violation. So when considering 

security, it is important to consider business 

policy and practices, legal requirements, and 

technology. This technology background will 

introduce some of the technical aspects to 

consider in network security, with a particular 

focus on network security for small and medium-

sized business. 
 



 

The network security problem  

The first building block of any network that 

is connected to the outside world is the virtual 

private network, or VPN. Virtual private 

networks (VPNs) permit users to share the public 

network infrastructure, using a variety of devices 

and protocols both inside and outside the 

network to protect users against outside intrusion 

for voice and data sessions.  

This broad definition of a VPN may seem a 

bit strange to people who tend to think of a VPN 

in the rather narrow context of using the Internet 

for connectivity. In reality, essentially all 

networks are shared and the concept of a "private 

network" is a myth.  

Even a “private line” service is actually part 

of a “Layer 1 VPN.” While the private line local 

loop may be dedicated to a particular site, 

eventually the local loops are bundled into larger 

cables, and the lines share time division 

multiplexed (TDM) public facilities in the 

service provider’s core network.  

Frame relay and ATM services can be 

considered a “Layer 2 VPN” since they 

statistically multiplex users’ data on packet 

switches at the customer location or in the 

carrier’s core network. IP- 

 



Statistically multiplex users’ data on packet 

switches at the customer location or in the 

carrier’s core network. IP- 

VPNs are a Layer 3 VPN service; they can 

be provided on a “private” IP connection, or they 

can use the very public Internet for wide area 

connections.  

Each VPN should address layer specific 

security precautions. Layer 1, the private line, 

relies principally on physical security, since the 

copper loops are separated by physical barriers, 

and the core TDM network doesn’t allow 

“sharing” of unreserved time slots between 

users. Layer 2 VPNs, like those based on Frame 

Relay and Asynchronous Transfer Mode (ATM) 

services enjoy certain built-in protection. Even 

though layer 2 VPNs use statistical multiplexing, 

their connection-oriented switching protocols 

don’t permit easy diversion of user data to the 

wrong recipient.  

As a connectionless protocol, IP is the least 

secure protocol compared to TDM, Frame Relay, 

or ATM; therefore, IP-VPNs can be more 

susceptible to security breaches than a layer 1  



 

Layer 2 VPN. The most susceptible VPN 

can be an IP-VPN that uses the Internet as a wide 

area network, since there’s nothing inherently 

private about the Internet or its core 

infrastructure. 

 Remote access to any VPN, including dial 

access or remote connectivity using the Internet, 

also adds security holes to the network.  

Protecting your network  

For this discussion, computing devices like 

personal computers and servers are defined as 

part of the network. A shown in Figure 1, 

according to a 2004 survey of U. S. businesses 

and organizations by the Computer Security 

Institute (CSI) and the US Federal Bureau of 

Investigation (FBI), the biggest experienced 

threat to information security is the computer 

virus.  

Another noteworthy finding of the survey: 

while denial of service attacks accounted for 

only 17% of attacks or misuse by category, they 

cost the survey’s respondents over $50,000 in 

losses per incident. The most common way for 

viruses to enter the network is through email  



 

Attachments or files sent to employee. However, 

more sophisticated viruses can also be “caught” 

by browsing the Internet and looking at a web 

page. 

 

 

 

Anti-virus software:  

To protect against a computer virus, every 

computer in the company’s network must have 

anti-virus software, and the software must be 

kept current. Company IT managers should, as a 

minimum, configure computers for auto scan and 

auto update for their anti-virus protection 

software. Some companies have also installed 

software in their network that disallows a  



 

computer from gaining network access 

unless the network first verifies that the anti-

virus software is installed and current. 

Firewalls:  

Network firewalls are commonly used to 

protect against unauthorized access, system 

penetration, and denial of service attacks. A 

firewall provides “stateful inspection” of packets 

as they enter the network, allowing or preventing 

access to and from the network. Firewalls can 

also track and report on intrusion detection and 

denial of service attacks; reporting thresholds 

can be customized based on business 

requirements. Firewalls can either be a separate 

hardware device or special software within a 

server or computer. Firewalls can be located on 

the business premise, they can be included as 

part of a service provider’s network, or they can 

be used as a system of hybrid public and private 

firewalls. Firewalls are especially important 

when the company’s network is connected to the 

Internet, and when remote access is allowed by 

either dial access or by an Internet-based VPN. 

Firewalls should also be supplemented with 

additional measures to secure remote access. 

 

 

 

 



 

Secure VPN: 

 VPN Tunnels, IPSec, SSL, and Encryption 

the first added measure is to include “secure 

tunnels” when using the Internet for wide area 

connections or for remote access. These “VPN 

tunnels” establish a secure session between the 

user’s computer and the company’s network 

router.  

A secure VPN connection across the 

Internet is provided by using either Internet 

Protocol- (IPSec) or Secure Socket Layer (SSL) 

protocols. IPSec and SSL both encrypt session 

data to “scramble” information on one end of the 

session and “unscramble” it on the other end. By 

adding encryption, any intercepted data will be 

meaningless to unauthorized recipients. 

 IPSec runs in two modes. The first mode, 

called the transport mode, encrypts only the 

user’s payload. The second mode also encrypts 

the routing information, and then it adds new 

routing information; therefore it provides 

additional routing functions by encapsulating the 

entire IP frame. In doing so, it hides original 

addresses from detection but adds more overhead 

and processing. IPSec can be created and  



 

Maintained within software (for example, 

between a user’s PC and the application’s 

server); however; for heavy VPN users, a 

hardware-based VPN appliance can be deployed.  

SSL was designed to offer application-level 

encryption specifically for web browsers. In 

addition to offering encryption, SSL can allow a 

server to authenticate itself to a client, and it 

allows a client to authenticate itself to a server. 

Similar to VPN appliances, an SSL accelerator is 

hardware-based and provides the intensive 

processing required maintaining SSL sessions. 

Security Audits, Assessments and Policies: 

Professional security assessments are 

recommended. Systems integrators, value added 

resellers, equipment suppliers, service providers, 

and professional services firms with security 

practices are all available to help businesses 

understand their company’s vulnerabilities and 

alternative solutions. As with all business 

practices, proper assessment and 

recommendations should include comprehensive 

business policies - policies that must be 

enforced. 



 



 

 

 

 

 

 

 

 

 

 

 



 



 

 

 

 



 



 



 



 



 



 



 





 



 



 



 


